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Learning Objectives

Ways to fit ISO 27001 information security management system 
into managing Enterprise Risk

ISO 27000  standards family - for what purpose should each 
standard be used

Implementation Tips- costs involved, hiring a consultant, 
how long does it take, using tools

Important benefits and the ways to present them 
to management

Documentation required by the standard, 
Benefits of ISO 27001 implementation

ISMS implementation framework, 
Key elements of ISO 27001

Get an overview of an audit of the 
implementation strategy, Areas of 
Enterprise Risk Management



Areas Covered

Risk assessment and Security policy

Organization of information security, Human 
resources security and Physical and environmental 
security

Business continuity management, Asset 
management, Communications and operations 
management

Information security incident 
management, Information systems 
acquisition, development and 
maintenance

Communications and operations 
management

Access control and Compliance



This session will 

enable you to 

gain knowledge 

on the 

implementation 

of ISO 27001 in 

your 

organization for 

all of Enterprise 

Risk. 

PRESENTED BY:

Dr Michael C. Redmond, PhD 
is Consultant, Speaker and 
Author. Her certifications 
Include MBCP, FBCI, PMP, 
CEM   ISO 27001 Lead 
Implementer and Lead 
Auditor, as well as many 
other ISO certifications. 
Michael also conducts ISO 
Certification Implementation 
and Audit Training for PECB. 

On-Demand Webinar

Duration : 60 Minutes

Price: $200



ISO 27001 describes how to manage information security in a company.
According to its documentation, ISO 27001 was developed to "provide a
model for establishing, implementing, operating, monitoring, reviewing,
maintaining and improving an information security management system."
By applying ISO 27001 standards effectively in your organization you can
ensure a robust security for your organization's vital information assets.

Protecting your organization's information is critical for the successful
management and smooth operation of your organization. Utilizing ISO/IEC
27001 information security management systems aid your organization in
managing and protecting your valuable data and information assets. ISO
27001 not only helps to keep your confidential information secure but also
provides customers and stakeholders with a confidence in your risk
management system while ensuring you are meeting legal obligations.

ISO 27001 Information System Management System (ISMS) is a systematic
approach to managing sensitive company information so that it remains
secure. It includes people, processes and IT systems by applying a risk
management process.

Webinar Description



Association of contingency planners, Business 
continuity planners, Disaster recovery continuity 
planners and Security Planners

CEOs, CIOs, CFOs and COOs

Technology managers and Risk managers

Compliance auditors and Internal auditors

Audit associations and Internal auditors association 

ISSA and ISACA

All large corporations

Who Should Attend ?



Why Should Attend ?

Attend this session by our expert speaker, Dr Michael C. 
Redmond, and learn How to Apply ISO 27001 Principles 
to Enterprise Risk Management In 2018. Michael will 
help your organization to manage the security of the 
assets such as intellectual property, financial 
information, information or employee details entrusted 
to you by third parties through an effective auditing 
program that audits controls associated with the ISO 
27001 standard.

This session will enable you to gain knowledge on the 
implementation of ISO 27001 in your organization for all 
of Enterprise Risk. You will receive valuable information 
that you can implement. This is a must in the new world 
that is facing new Information/Cyber risks every year.
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